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23%

don't use any
endpoint security
protections

63%

report
experiencing a
data breach in
the past year

60%

think they aren't
a likely target of
cybercriminals

43%

don't have any
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of SMB data

47°%

find data security
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PERSONAL DATA
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Small companies collect data, such as medical A smaller vendor led to the Target breach,
records, credit card information, social security which resulted in 40 million stolen credit and
numbers, bank account credentials J debit cards. Hackers accessed the retail giant's J
or proprietary business information, that is easy system through a subcontractor that provided
to offload for a profit on the dark web. refrigeration and HVAC systems.
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POOR MONITORING g COLD CASH
An organization succumbed to a ransomware Money is a powerful motive, which is why
assault and paid millions for the decoding key to ransomware has become such a popular
regain their network access. However, they failed J method of attack. The average cost of a J
to identify how it happened. As a result, they ransomware attack on a business today
were retargeted by the same group within two exceeds $133,000.
weeks.
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Contact us today to learn more about how
we can improve your IT security.
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www.etechcomputing.com
contact@etechcomputing.com
647-361-8191
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